MpupoaHo-matemaTnyku dbakynTet MH®OPMATUKA
YHusep3uTtet y Kparyjesuy

Papoja lomaHoswuha 12, 34000 Kparyjesaly, MacTtep akagemcke ctyanje

Ctyamjcku nporpam: MacTtep akagemcke cTyamnje MHpopmaTuke

Hasus npegmeta: HANPEAHE TEXHONOIMMJE Y CAJBEP BE3BEAHOCTU

Cratyc npegmerta: MI360pHM Ha CBMM MOAY/IMMa MacTep akafeMCKMX cTyanja nHbopmatmke

bpoj ECINB: 6

YcnoB: YnucaH oarosapajyhu cemecrap

Lunm npeamerta

Omoryhut cTyaeHTMMa CTULatbe 3Harba 0 6e36eAHOCHUM apXUTEKTYpama 3aCHOBaHMM Ha XapABePCKOj 3alWTUTU U NPUMEHU
BELTaYKe MHTeNUreHumnje 3a AeTekumjy U npeseHuuMjy cajbep Hanaga. MocebaH ¢okyc je Ha Trusted Control Unit (TCU)
apxuTekTypu pupme Axiado u zero-trust mogenvma.

Ucxop npegmeta

HaKoH ycnewHo caBnagaHor npegmeta cTyaeHT he 6t cnocoban ga: Pasyme npuHumne root-of-trust u curypHor bytuparsa;
O6jacHn apxuteKkTypy Axiado TCU uumna u werosy ynory; Kopuctu Al mogene 3a AeTeKuujy aHOManMja y CUCTEMCKOM
noHawary; AHanusmpa zero-trust 6e3begHocHe apxuTekType; CMMyaupa Hamage M passuje OcHOBHe Al peTektope 3a
npeTke.

Cappikaj npeamerta

Teopujcka Hacmasa

XapaBepcka 6e3begHoct: TPM, HSM, secure boot; YBoa y aetekumjy Hanaga nomohy Al mopgena; Axiado TCU uun —
apxuTeKkTypa M ynotpeba; [eTekuuja NpeTtu Yy peanHOM BpemeHy; Zero-trust NpucTyn W HeroBa MMNAEMeEHTaUM]a;
BesbeagHocT y loT n pbHMm ypehajuma;Open-source Trust pewera — OpenTitan, TrenchBoot; MpuKyn/batbe M aHanM3a
cucTeMckux norosa; Cumynaumja GMpBEPCKMX Hanaga U getekuuja nomohy Al.

lMpakmuyHa Hacmasa

YnosHaBatbe ca TPM2 cumynatopom M anatuma 3a secure boot; KoHourypumja u cumynaumja secure boot npoueca;
MpuKyn/bartbe cuctemMckux norosa (Linux, RPi); Kopuwhetbe Al 3a KnacuduKaumjy perynapHor m HanagHor noHalamba;
TpeHuHr Al mogena 3a anomaly detection (Scikit-learn, Keras); MpumeHa aeTekTopa Ha peanHom cuctemy (Hnp. Raspberry Pi);
Cumynaumja brute-force n DoS Hanaaa; YBog y reverse engineering firmware-a (Ghidra, Binwalk); Ctyauja cnydyaja: aHanusa
TCU apxutekType u3 Axiado gokymeHata; MHTerpauyumja zero-trust mogena Ha emynupaHom cuctemy; MpojekTHn pag: Al
6e36eHOCHM areHT Ha pybHom ypehajy; Mpunpema n npeseHTaLMja 3aBPLUIHUX NpojeKaTa.
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BpojyacoBa aKTMBHe HacTaBe TeopwujcKa HacTaBa: 2 | MpakTMyHa HacTaBa: 1+1

MeToge ussohera HacTase

MpobaemcKkn-opujeHTMCaHa HacTaBa, NPaKTUYHa HacTaBa, CaMoCTa/HU paj CTyAeHaTa, KoHcyaTaumje. KombuHaumja KnacuuHe
HacTaBe ca e-y4erbem U y3 ogrosapajyhy nutepatypy.

MpaKTM4YHa HacTaBa ce 06aB/ba y BUAY 1abOPAaTOPUjCKMX BEKOM Y PauyHAPCKMM YUMOHULAMA, Ha KOjUMa CTYAEHTH
CamoCTasIHO MM y3 nomoh acucTeHaTa pelwasajy peanHe npobaeme M3 06aacTm onTumusaumje.

OueHa 3Hara (MaKcumanHm 6poj noeHa 100)

MNpepgucnutHe obasese 70 noeHa 3aBpLUIHK UCNUT 30 noeHa

KOJIOKBMjyMU 30 YCMEHU NcnuT 30

cemMmmnHap-u 40




